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1. Scope of application      

The BASEL III - Pillar 3 disclosures contained herein relate to Deutsche Bank AG, India 
Branches (herein also referred to as the 'Bank') for the period ended December 31, 2014. 
These are compiled in accordance with Reserve Bank of India (the ‘RBI’) regulation on 
New Capital Adequacy frameworks vide circular reference 
DBOD.No.BP.BC.6/21.06.201/2014-15 dated July 1, 2014. 

No entities are required to be consolidated with Deutsche Bank AG, India Branches for the 
purpose of accounting/disclosure requirements. However as prescribed in the above 
guidelines, certain prudential guidelines apply on a consolidated basis, including that of 
capital adequacy computation.  

List of group entities considered for consolidation are as below 
                                                                                                                                                             (INR In '000) 

Sr. 
No. Name of entity Principal activity of 

the entity 

 Total 
balance sheet 

equity*  

 Total 
balance 

sheet 
assets*  

1 Deutsche India Holdings Private 
Limited 

Holding company 3,125,860 3,325,815 

2 Deutsche Investments India Private 
Limited 

Lending loans and 
advances / Portfolio 
management 

10,443,800 13,730,600 

 

             List of Group entities not considered for consolidation both under accounting and 
regulatory scope of consolidation:                                                                                                        

                                                                                                                                                             (INR In '000) 

Sr. 
No. Name of entity Principal activity of 

the entity 

 Total 
balance sheet 

equity*  

 Total 
balance 

sheet 
assets*  

1 Deutsche Asset  Management (India) 
Private Limited 

Asset management / 
Portfolio Management       1,129,663 1,360,467 

2 Deutsche Securities (India) Private 
Limited 

Primary dealership in 
Government securities 2,378,182 2,398,104 

3 Deutsche Equities India Private 
Limited 

Stock broker / Merchant 
banking and advisory 
services 

5,284,900 16,402,100 

4 Deutsche Investor Services Private 
Limited 

Registrar and transfer 
agent services / Fund 
accounting 

169,704 331,554 

5 RREEF India Advisors Private Limited Sub advisory services 196,232 198,791 
6 Deutsche Trustee Services (India) 

Private Limited 
Act as Trustees of all 
schemes launched by 
Deutsche Mutual funds 

30,216 34,617 

7 Deutsche CIB Centre Private Limited Global processing 
centre for Back office 
processing / support 
services for business 
lines. 

2,553,700 3,619,400 

8 DBOI Global Services Private Limited Global processing 
centre for back office / 
IT enabled services 

3,149,300 6,523,800 

* Figures as per audited accounts of March 31, 2014 
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2.         Capital Structure 

   a.  Summary information on the terms and conditions of the main features of all    
capital instruments 

  Tier I Capital primarily comprises of interest free capital received from the Head 
Office, balance in statutory reserves, capital reserves and remittable surplus retained for 
CRAR requirement. 

   
  The Tier II Capital mainly comprises of the Provision on Standard Assets, General 

Loan Loss Provision and NPA provision reversal on sale of NPA which are created 
in accordance with the extant RBI guidelines.   

 
  b.       Details of Capital Funds  

                                (In Rs.’000) 
Particulars 31 Dec 2014 
    
Capital - Head Office Account 44,971,087  
Statutory Reserve 15,470,522  
Capital Reserve 177,207  
Remittable Surplus Retained for CRAR requirement 22,806,487  
Less: Deferred Tax asset (1,768,492) 
Less: Intangible assets (38,697) 
 Less: Defined Benefit Plan              (105,626) 
  
Tier I Capital 81,512,488  
    
Investment Reserve 318,944  
Provision on Standard Assets & Country Risk 1,910,643  
General Loan Loss Provision 712,260  
Provision made on Sale of NPA 577,628  
    
Tier II Capital  3,519,475  
    
Total (Tier I + Tier II Capital) 85,031,963  

3.          Capital adequacy  
    a. Approach to assessing capital adequacy for current and future activities 

 The Bank is committed to maintaining its sound capitalisation.  Therefore, overall 
capital demand and supply are constantly monitored and adjusted as necessary in 
line with the strategic, business and capital plans drawn up annually by the Bank.  
It should be noted that Deutsche Bank operates as an integrated Group through its 
business divisions and infrastructure functions.  The local Asset and Liability 
Committee (ALCO) for the Bank is the primary platform for providing strategic 
direction and follow through action relating to the management of the entity’s 
financial resources. Specifically, the ALCO ensures adequate capitalisation to meet 
current and future business and regulatory requirements and sets limits for capital 
usage by business.  If required, capital requests are prepared and presented to 
Deutsche Bank Group’s Investment Committee (GIC) for approval.  

           
     Stress testing and sensitivity analysis are used to assess the Bank’s ability to sustain 

operations during periods of stress. They provide an insight into the potential 
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impact of significant adverse events on the Bank’s earnings, risk profile and capital 
position. 

 

 b. Capital requirements for credit risk, market risk, operational risk, and 
Capital ratios per New Capital Adequacy framework  

 The Bank is subject to the Basel III capital adequacy guidelines stipulated by RBI 
with effect from April 1, 2013. The guidelines provide a transition schedule for 
Basel III implementation till March 31, 2019.  

           The capital ratio as per Basel III is 16.03%                                                               
              
                                                                                       (In Rs.’000) 

Particulars 

  

    31 Dec 2014 

    
Capital requirement for credit risk -  (Standardised Approach) 38,020,930 
            -    Portfolios subject to Standardised Approach 
            -    Portfolios subject to securitisation exposures 

-  

Capital requirement for market risk (Standardised Duration Approach)   
-    Interest rate risk 4,167,209  
-    Foreign exchange risk (including gold) 1,350,000  
-    Equity risk 55,350  

Capital requirement for operational risk (Basic Indicator approach) 4,139,978  
    
Total 
  

47,733,466  

Deutsche Bank AG, India Branches  
Tier I Capital adequacy ratio 15.37% 
Total (Tier I + Tier II) Capital adequacy ratio 16.03% 

Consolidated Bank 
  

  

Tier I Capital adequacy ratio 16.99% 
Total (Tier I + Tier II) Capital adequacy ratio 17.64% 

4.           Risk Exposure & Assessment  

           Risk Management Framework 

 The wide variety of the Bank’s businesses requires it to identify, measure, 
aggregate and manage its risks effectively, and to allocate capital among the 
businesses appropriately.  The Bank operates as an integrated group through its 
divisions, business units and infrastructure functions.  Risk and capital are managed 
via a framework of principles, organizational structures and measurement and 
monitoring processes that are closely aligned with the activities of the divisions and 
business units:  

 The Management Board (MB) provides overall risk and capital management 
supervision for its consolidated Group.  

 The Bank operates a three-line of defence risk management model whereby 
business management, risk management oversight and assurance roles are played 
by functions independent of one another.   
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 Risk strategy and risk appetite are defined based on the Group Strategic & Capital 
Plan and Group Risk Appetite in order to align risk, capital, and performance 
targets. 

 Cross risk analysis reviews are conducted across the Group to ensure that sound 
risk management practices and a holistic awareness of risk exists. 

 All major risk classes are managed in a coordinated manner via risk management 
processes, including: credit risk, market risk, operational risk, liquidity risk, 
business risk and reputational risk. This includes risk concentrations within and 
across risk types. 

 Appropriate monitoring and escalation processes are in place against key capital 
and liquidity thresholds and metrics. Where applicable, robust modelling and 
measurement approaches for quantifying risk and capital demand are implemented 
across the major risk classes. 

 Effective systems, processes and procedures are a critical component of the 
Group’s risk management capability.  

     

       Risk Management Organisation 

  
   The Supervisory Board exercises strategic control and supervision of DB Group. It 

monitors DB’s risk and capital profile regularly via its designated subcommittee, 
the Risk Committee of the Supervisory Board. The chair of the Risk Committee 
reports on items discussed during the Risk Committee’s meetings to the 
Supervisory Board. 

 
    The MB provides overall risk & capital management supervision for the 

consolidated Group and is exclusively responsible for day to day management of 
the company with the objective of creating sustainable value in the interest of its 
shareholders, employees and other stakeholders. The MB is responsible for 
defining and implementing comprehensive and aligned business and risk strategies, 
as well as ensuring well-defined risk management functions and operating 
processes  are  in  place  to  ensure  that  DB’s  overall  performance  is  aligned  to  its  
business and risk strategy.  

 
   The MB has delegated certain functions and responsibilities to relevant senior 

governance committees to support the fulfilment of these responsibilities, in 
particular the Capital and Risk Committee (CaR) and Risk Executive Committee 
(Risk ExCo): 

 
i. The Group’s CaR oversees and controls integrated planning and monitors                                                 

Deutsche Bank’s risk profile and capital capacity including liquidity and funding 
profile, ensuring an alignment of risk appetite, capitalisation requirements and 
funding/liquidity needs with the Group, divisional and sub-divisional business 
strategies. It is also responsible for monitoring the performance of DB Group’s risk 
profile against the Group Risk Appetite through the oversight of early warning 
indicators and ensuring escalation or actions are taken including the 
recommendation, where appropriate, to the MB to mobilize Recovery Management 
Governance which would result in the engagement of the Global Response 
Committee (GRC). 
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ii. The Group’s Risk ExCo is responsible for identification, analysis and mitigation of 
risks, risk policy, organization and governance of risk management and day-to-day 
risk and capital management. To fulfill this mandate, the Risk ExCo is supported 
by sub-committees that are responsible for dedicated areas of risk management,  
including several policy committees, the Cross Risk Review Committee (CRCC) 
and the Group Reputational Risk Committee.  

 
   An overlap in membership between the CaR and the Risk ExCo facilitates a 

constant and comprehensive information flow between both committees. 
 

iii. The Group’s CRRC supports the Risk ExCo and the CaR with particular emphasis 
on the management of Group-wide risk patterns.  The CRRC, under a delegation of 
authority from the CaR and its subcommittee ICAAP SC has responsibility for the 
day-to-day oversight and control of Deutsche Bank Group’s Internal Capital 
Adequacy Assessment Process (“ICAAP”) ensuring compliance with respective 
regulatory requirements and policy setting for local ICAAPs. The CRRC also 
oversees the inventory of stress tests used for managing our risk appetite, reviews 
the results and proposes management action if required. It monitors the 
effectiveness of the stress test process and drives continuous improvement of our 
stress testing framework.  

  
   Recovery Management Governance has been embedded in the overall risk 

management framework at DB Group to ensure that DB can proactively identify 
and respond to severe stress or the threat of a severe stress. The integration of the 
Recovery Management governance process into the day-to-day risk management 
framework ensures an effective ongoing oversight of DB’s risk profile. 

 
   The key elements forming the basis of the Recovery Management governance in   

DB include: 
 

       Clear roles and responsibilities which include MB oversight; 
 A dedicated set of early warning indicators and recovery triggers to monitor 

potential risks and stimulate management action; 
 An enhanced regime of severe stress tests and defined strategic recovery measures    

to enable proactive management of our risk profile; and 
      A dedicated sub-committee of the CaR (the Living Wills Committee) to ensure 

ongoing monitoring and process readiness. 
 
         Key roles and accountabilities include: 
 
  The Living Wills Committee (LWC), a sub-committee of the CaR, ensures 

standards and on-going process readiness including the updating of tools and 
methodologies required to ensure effective monitoring. The LWC also ensures that 
the Recovery Plan complies with regulatory requirements and is responsible for the 
continuous assessment of the appropriateness of key input factors in the Recovery 
Plan including, risk factors, scenarios, recovery measures and triggers;  
 

      The CaR is responsible for the oversight and monitoring of the performance of 
DB’s risk profile (under both normal and stressed conditions) against defined 
qualitative and quantitative recovery triggers approved by the MB. In the case of a 
breach of the defined triggers or an assessment by the CaR of any other qualitative 
information that would, in its expert opinion, form the basis of a material risk to  
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DB’s risk profile, the CaR would escalate an initial assessment and 
recommendation of appropriate recovery measures to the MB, and The MB has the  
ultimate responsibility to approve the movement to Recovery Management 
Governance. This includes review and approval of the Group Recovery Plan on at 
least an annual basis, including the menu of recovery measures and the results of 
the scenario testing to prove the effectiveness of the plan. The MB is responsible  
for invoking the Recovery Plan which mobilizes the Global Response Committee 
(GRC) in accordance with the status of the recovery triggers, the mobilization and 
cessation of recovery governance and decisions on the execution of the strategic 
recovery measures; and 
 

 The GRC is responsible for the assessment and definition of the required recovery 
response options and oversees the execution plan. The GRC will continue to 
evaluate and recommend appropriate actions to the MB until such time as the MB 
approves the return to the standard risk management governance by exiting the 
recovery process. 

 
   The  Group’s  Chief  Risk  Officer  (CRO)  is  a  member  of  the  MB  and  has  Group-

wide responsibility for the management of all credit, market, and operational risks, 
and as well for the control of risk (including liquidity risks) and continuing 
development of methods for the risk measurement. In addition, the CRO is 
responsible for monitoring, analysing and reporting risk on a comprehensive basis, 
including liquidity, asset and liability gap, capital, legal, compliance and regulatory 
risks. 

 
         Dedicated Risk units are established with the mandate to:  
i.      Ensure that the business conducted within each division is consistent with the risk 

appetite that the CaR has set within a framework established by the MB;  
ii. Formulate and implement risk and capital management policies, procedures and 

methodologies that are appropriate to the businesses within each division;  
iii. Approve credit, market and liquidity risk limits;  
iv.            Conduct periodic portfolio reviews to ensure that the portfolio of risks is within 

acceptable parameters; and  
v.            Develop and implement risk and capital management infrastructures and systems 

that are appropriate for each division. 
 
 The heads of the Group’s Risk units, who are members of the Group’s Risk ExCo, 

are responsible for the performance of the risk management units and report 
directly to the Group’s Chief Risk Officer.  

 
 Risk Analytics  & Living Wills  (RA&LW) is  an integral  part  of  Deutsche Bank’s 

holistic risk management. Our responsibilities not only cover the quantitative 
aspects of risk management, but also include the design, implementation and 
operation of key risk management processes for capital adequacy (ICAAP) and 
recovery & resolution planning. 

 
RA&LW develop, implement, validate and maintain advanced internal and 
regulatory risk measurement and management models for credit risk, operational  
risk,  business  risk  and  specific  market  risk.  RA&LW  is  also  responsible  for  the  
validation of general market risk and derivatives exposure methodologies. 

 
               In close cooperation with the businesses, our worldwide legal entities, Risk and  
 Finance, RA&LW actively supports the accurate and efficient management of 

Deutsche Bank’s risk and capital through state-of-the art risk measurement and  
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 assessment processes. Prominent examples for this are rating systems, stress testing 
and capital modeling. 

 
   The Audit departments operate independently of both the Group divisions and of 

the Risk function. The Group’s Audit department performs  risk-oriented reviews 
of the design and operating effectiveness of the Group’s system of internal 
controls.  

 The Group’s Treasury function is responsible for the management and monitoring 
of capital, liquidity, funding and transfer pricing of Deutsche Bank globally, 
regionally and locally as defined in the liquidity risk strategy. These four focus 
areas work closely with all business divisions and infrastructure groups to ensure 
financial resources are available and adequately geared to DB's strategic goals: 

 Capital: Treasury manages capital adequacy at Group and local levels and 
allocates capital to the business divisions. 

 Liquidity: Treasury ensures the bank can fulfil its payment obligation at all times. 
All relevant and significant drivers of liquidity risk are regularly stress tested and 
limits are in place to keep the bank's liquidity position within the Board's risk 
tolerance and to comply with regulatory liquidity requirements at the Group and 
local levels. 

 Funding: Treasury manages DB Group’s funding base and plans and executes 
capital market issuances. 

 Transfer pricing: Treasury allocates funding and liquidity costs to the firm's 
business units and sets incentives in line with the liquidity risk framework in order 
to make the economic cost of funds transparent to the business. 

 The Group’s liquidity management approach starts at the intraday level 
(operational liquidity) managing the daily payments queue, forecasting cash flows 
and factoring in access to collateral and central banks. It then covers tactical 
liquidity risk management dealing with access to secured and unsecured funding 
sources as well as the liquidity characteristics of the asset inventory. The tactical 
toolbox also includes a detailed liquidity stress test analysis to evaluate the impact 
of sudden stress events on DB Group’s liquidity profile and to ensure that the 
Group is always equipped to withstand such severe market related, idiosyncratic 
and combined stress events. Finally, the strategic perspective comprises the 
maturity profile of all assets and liabilities (Funding Matrix) and the Group’s 
issuance strategy. Fund transfer prices are set to reflect DB Group’s cost of funds 
in the markets, as well as the liquidity risk embedded in the various asset and 
liability products, and to ensure an efficient allocation of funding to all business 
portfolios. 

 The Group’s cash-flow based reporting system provides daily liquidity risk 
information to global and regional management.  

 Stress testing and scenario analysis plays a central role in our liquidity management 
framework. This also incorporates an assessment of asset liquidity, i.e. the 
characteristics of our asset inventory, under various stress scenarios as well as 
contingent funding requirements from off-balance-sheet commitments. The 
monthly stress testing results are used in setting our short-term wholesale funding 
limits (both unsecured and secured) and thereby ensuring we remain within the 
Group’s MB overall liquidity risk tolerance. 

               

              Specific Banking Risks 

 The Group’s risk management processes distinguish among four kinds of specific 
banking risks: credit risk, market risk, operational risk and liquidity risk. 
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– Credit risk arises from all transactions where actual, contingent or potential claims 
against any counterparty, borrower or obligor (which we refer to collectively as 
“counterparties”) exist, including those claims that we plan to distribute (see below 
in the more detailed section Credit Risk). These transactions are typically part of 
our traditional non-traded lending activities (such as loans and contingent 
liabilities), or our direct trading activity with clients (such as OTC derivatives, FX 
forwards and Forward Rate Agreements). We distinguish between three kinds of 
credit risk:  

   Default risk is the risk that counterparties fail to meet contractual payment 
obligations.  

 
   Country risk is the risk that DB may experience a loss, in any given country, due to 

a range of macroeconomic or social events primarily affecting counterparties in 
that jurisdiction including a possible deterioration of economic conditions, political 
and social upheaval, nationalization and expropriation of assets, government 
repudiation of indebtedness, or disruptive currency depreciation or devaluation.  
Country risk includes transfer risk which arises when debtors are unable to meet 
their obligations owing to an inability to transfer assets to non-residents due to 
direct sovereign intervention. 

 
   Settlement risk is the risk that the settlement or clearance of transactions will fail. It 

arises whenever the exchange of cash, securities and/or other assets is not 
simultaneous. 

–      Market risk arises from the uncertainty concerning changes in market prices and 
rates (including interest rates, equity prices, foreign exchange rates and commodity 
prices), the correlations among them and their levels of volatility.  

–      Operational risk means the risk of loss resulting from inadequate or failed internal 
processes, people and systems or from external events, and includes legal risk. 
Operational risk excludes business and reputational risk 

–      Liquidity risk is the risk arising from our potential inability to meet all payment 
obligations when they come due or only being able to meet these obligations at 
excessive costs.  

 Other risks such as Reputational Risk, Business Risk including Strategic Risk and 
Insurance Risk are also monitored by the Group. 

 Risk Management Tools  

 The Bank uses a comprehensive range of quantitative and qualitative 
methodologies for assessing and managing risks. As a matter of policy, the Group 
continually assesses the appropriateness and the reliability of its quantitative tools 
and metrics in light of the Group’s changing risk environment. Some of these tools 
are common to a number of risk categories, while others are tailored to the 
particular features of specific risk categories.  

4.1 Credit risk  
a. Credit Risk Management Organisation and structure 

 Considering the different risk drivers involved in Corporate & Investment Bank 
(‘CIB’), as against Retail Banking (‘PBC’) and Private Wealth Management 
(‘PWM’), Credit Risk Management (‘CRM’) is functionally split to cater to the 
businesses.  Within the CRM CIB, there are specialized global units with which the 
local team has the facility of liaising, on transactions involving Real Estate, 
Securitisation, Leveraged & Structured Finance, etc.   
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b.         CRM CIB  

 (i)         Credit Risk policies and procedures  

 All business requests that involve credit risk need to be presented to CRM for its 
approval.  Loan policy is updated annually and is also approved by the Risk 
Management Committee. CRM uses its global ratings model for all risks and every 
counterpart is internally rated.  CRM CIB has a policy of annual reviews of all risk 
limits.  This policy is strictly followed and any overdue reviews are regularly 
monitored and explained.  The annual review is a comprehensive exercise which 
covers the Industry scenario, key business drivers, key risk factors, business and 
financial risk (including forex risk), management quality and transparency and a peer 
analysis along with downside scenarios in projections. 

 CRM CIB in India has significant delegation of approval authorities, to enable timely 
credit decisions, based on an understanding of local market conditions.  In line with 
the global policy, CRM takes decisions in India on the 4 eyes principle.  

 In the event the credit authority of the local CRM team is not adequate to take a 
decision on complex / structured products, large ticket transactions, etc, the local 
CRM team forwards its recommendation on the request to senior CRM officers in 
APAC or Globally, for the final decision, depending on the required delegated 
authority. 

 CRM globally operates on the “Batch Strategy’ concept, where each Industry / sector 
is reviewed globally in detail for risk drivers, along with an analysis of DB’s 
exposures in that sector globally – exposure amounts, counterparty ratings, products, 
risk  profile,  etc.   This  system  enables  DB  to  quantitatively  focus  on  its  global  
exposures in different Industries / sectors, as well as the credit ratings / facility ratings 
of the exposures within those sectors.     

 The Bank globally subjects all risk types covered under its Economic Capital (EC) 
concept and liquidity risk to regular stress tests. The Bank’s stress tests consider 
macroeconomic, business related and quantitative aspects to derive implications for its 
risk profile.  

 Risk limits and exposures on lower rated counterparties are intensively monitored. 
There is a monthly CRM exercise to discuss all watch-list names and criticized credit 
exposures. Deutsche Bank in India follows all the exposure norms and provisioning 
requirements as laid down by the RBI in its master circulars. 

 Within the CRM CIB portfolio, concentration risk monitoring and mitigation plays an 
important role.  CRM has guidelines in terms of maximum exposures on 
counterparties at different rating levels, with different levels of market access and in 
different categories of country risk.  
 
The Bank globally has a separate and independent Asset Quality Review function, 
which periodically reviews the quality of portfolios globally after intensive review and 
discussions with the local CRM teams. Based on these reviews, counterparty ratings 
may be adjusted and inconsistencies resolved, using local / global peer analysis as an 
effective tool.  The timeliness of annual reviews as well as quality of the reviews are 
also looked into and corrective measures stipulated.   

 The credit risk assessment of exposures that are off-balance sheet are subject to the 
same vigorous scrutiny and approval process, as is followed for the balance sheet 
exposures.  There is no differentiation between balance sheet and off-balance sheet 
exposures in the Bank’s risk assessment and monitoring standards. 
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(ii)      Credit risk On Trading Instruments  
  
 CRM CIB has global systems in place to monitor the Mark to Market risk on all 

foreign currency and rates derivative transactions undertaken by the clients. DB uses  
 the Potential Future Exposure at 95% confidence levels as the basis to determine the 

limit requirements for such products.  
 Internally, the Bank manages credit risk on all trading instruments by reference to 

three measures: 
– Current Credit Exposure (“CCE”), which is the current value of any contract, at 

current market rates, as shown in the Bank’s records.  CCE will be reported net of 
enforceable collateral, and may be aggregated to reflect enforceable netting 
arrangements  

– Potential Future Exposure (“PFE”), which is an estimate of the Current Credit 
Exposure that trading instruments could potentially assume in the future   

– Stress Testing, which reflects the short term sensitivity of the portfolio CCE to 
market parameters 
 

 To reduce derivatives-related credit risk, the Bank regularly seeks the execution of 
master agreements (such as the International Swap Dealers Association contract) 
with clients. A master agreement allows the offsetting of the obligations arising 
under all of the derivatives contracts that the agreement covers upon the 
counterparty’s default, resulting in one single net claim against the counterparty 
(called “close-out netting”). 

 
 For credit exposure measurement purposes, as the replacement values of the 

portfolios fluctuate with movements in market rates and with changes in the 
transactions in the portfolios, the Bank also estimates the potential future 
replacement costs of the portfolios over their lifetimes.  This is based on the 
Current Exposure method as per RBI master circular on Exposure norms. 

 

 (iii)          Credit rating policy CRM  

 
 The Bank’s rating system uses a granular, transparent 26 grade rating scale, which 

is  in  compliance with the Internal  Ratings Based approach in Basel  II.  The credit  
ratings are the core element of the Bank’s risk management framework, and 
determine the – 

– Level of authority required for approval 
– The calculation of Expected Loss and Economic Profit 
– The SEC classification (performing / non performing) and FED classification 

(Special Mention, Sub standard, Doubtful, Loss) 
 

 The accuracy and consistency of ratings are ensured through Front End 
Management, Portfolio Reviews including independent Asset Quality Reviews and 
Validation by Risk Analytics and Instruments. 

 Each  and  every  facility  in  the  banking  book  is  rated  based  on  the  internal  rating  
model of DB. For each counterparty, the Credit Risk management assigns a 
Counterparty Probability of Default (‘CPD’) and for each facility, a Facility 
Probability of Default (‘FPD’) is assigned, along with the Loss Given Default 
(‘LGD’) and Country of Risk. 

 The  Bank’s  ratings  scale  closely  mirrors  the  scales  as  used  by  key  global  rating  
agencies such as S & P and Moody’s. 
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 (iv)       Definition and classification of past due and impaired (NPAs)  

 Loans and Advances are classified into performing and non-performing loans in 
accordance with the extant RBI guidelines. 

  
 Past due advances understood to mean Non Performing Advances are identified by 

periodic appraisals of the portfolio by the management and appropriate provisions 
are made which meets the prudential accounting norms prescribed by the RBI for 
asset classification, income recognition and provisioning after considering 
subsequent recoveries. 

 
c.      CRM PBC - Credit risk policies and procedures  

 

 CRM PBC India manages the credit risk of Retail Banking portfolio in India.  All 
lending product launched within PBC are approved by CRM PBC before the 
launch. Credit Risk policies are clearly documented through Product Program for 
each product.   

 The scope of India Credit Policy covers the credit process for the PBC unit in India 
and details the following. 

–      Credit Principles 
–      Generic Credit Process  
–      Credit Authority Guidelines 
–      Loan Loss Allowance / Write off guidelines 

 
 The precise nature of the credit assessment, decision and monitoring process 

depends primarily on the type of product, exposure and the existence and quality of 
collateral. 

 
 The credit decision on a loan request involves rule based risk assessment which 

takes into account the following: 
–      Customer information given in the application form (general customer data / 

financial information) 
–       Information on the borrower’s behaviour (external data/account movements, where 

available) 
–      Specific information of the application itself (credit volume / collateral) 

 
 When deciding on a loan request, all required information and documents are 

considered.  The credit officer assesses the profile of the applicant and ability to  
                repay the loan based on various reports available, viz. verification, bureau and 

policy results etc. as part of the loan file. 
 The portfolio is reviewed at periodic intervals & analysis is made to understand the 

behaviour of the portfolio in terms of repayment, delinquency, transactions etc. 
 

 
d.       CRM PWM           

       CRM PWM adopts similar credit risk and rating policies as CRM CIB. 
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e.       Total Gross Credit exposures 
                                  (In Rs.’000) 

  Category 31 Dec 2014 
    
Bills purchased and discounted 78,051,903 
Cash credits & overdrafts 72,542,671 

Term loans 170,399,922 
  
 Inter Bank 
 HTM Investments 

7,312,084 
5,191,090 

Total Fund-based Exposures 333,497,670 
   
Guarantees given on behalf of customers 120,074,280 
Acceptances, endorsements and other obligations 103,551,882 

Derivative exposures  165,357,846 
 Undrawn Commitment and others 
  

119,230,044 
 

Total Non-fund based Exposures 508,214,052 
  Exposure for the purposes of tables in this section reflect actual notional, except for derivative exposures 

which is based on the current exposure method prescribed by RBI vide its master circular on Exposure 
norm 

 
 

The Bank renders its services within one geographical segment and has no offices outside 
India. 
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e. Industry Type distribution of exposures  

                             
                                                                                                                                                                    (In Rs.’000)                                

Sector 
ID Sector Name  Funded  

 Non 
Funded   Total  

Percentage 
of Total 

1 Mining & Quarrying 
                          

1,112,688  
                      

1,476,052  
                      

2,588,740  0.31% 

2 Food Processing 
        

6,314,386  
                      

31,349,188  
                      

37,663,575  4.47% 

3 Beverages 
          

7,734,494  
                      

2,380,232  
                      

10,114,726  1.20% 

4 Textile 
                      

2,215,202  
                      

4,561,634  
                      

6,776,836  0.81% 

5 Leather & Leather Products 
               

384,470  
                            

45,797  
                            

430,267  0.05% 

6 Wood and Wood products 
      

314,056  
                            

64,970  
                          

379,026  0.05% 

7 Paper and paper Products 
                      

2,399,043  
                            

22,736  
        

2,421,779  0.29% 

8 
Petroleum, Coal Products and 
Nuclear Fuels 

                    
6,225,893  

                    
21,352,613  

                    
27,578,506  3.28% 

9 Chemical and chemical products 
                    

18,656,575  
                    

21,489,070  
                    

40,145,645  4.77% 

10 Rubber,Plastic and their products 
                      

4,698,716  
                      

3,558,532  
                      

8,257,248  0.98% 

11 Glass & Glassware 
                          

399,756  
                      

1,581,004  
        

1,980,761  0.24% 

12 Cement  and Cement Products 
                          

1,869,671  
                      

2,743,058  
                      

4,612,729  0.55% 

13  Basic Metal and Metal Products  
                    

20,026,366  
               

26,158,260  
                    

46,184,626  5.49% 

14  All Engineering  
                    

25,734,166  
                  

38,381,088  
                    

64,115,254  7.62% 

15 
 Vehicles, Vehicle Parts and 
Transport Equipments  

                      
8,570,344  

                    
15,516,280  

                    
24,086,624  2.86% 

16  Gems and Jewellery  
                     

284,568  
       

66,839   
                          

351,406  0.04% 

17  Construction  
       

12,040,476  
                          

2,099,269  
                      

14,139,745  1.68% 

18  Infrastructure  
           

148,907,336  
                    

32,083,473  180,990,809 21.50% 

19  Other Industries  
                      

10,128,590  
                    

10,814,431  
                    

20,943,021  2.49% 

21  Vegetable Oils (incl. Vanaspati) 
      

3,452                   -  
                  

3,452 0.00% 

22 Residuary Other Advances   55,477,422 292,469,525 347,946,947 41.34% 

 Total    
                  

333,497,670  
                  

508,214,052 
                  

841,711,722 100.00% 
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g.         Residual contractual maturity breaks down of Total Assets* – 
                                        (In Rs’000)       

Maturity buckets 31  Dec 2014 
Day 1 93,263,207 
2 to 7 days 21,016,887 
8 to 15 days 11,665,808 
15 to 28 days  24,630,230 
29 days to 3 months 77,163,926 
Over 3 months to 6 months 44,663,461 
Over 6 months to 12 months 40,509,881 
Over 1 Year to 3 Years 119,278,860 
Over 3 Years to 5 Years 14,822,764 
Over 5 Years 71,403,351 
Total 517,918,376 

               *Gross of depreciation on investments 
 

h. Amount of Non Performing Assets  
                         (In Rs’000)           
                                         31 Dec 2014 

NPA Classification Gross NPAs Net NPAs 

Substandard 439,287                           365,762  
Doubtful           

- Doubtful 1         310,766  41,327 
- Doubtful 2 - - 

                 -Doubtful 3         -                       -   

Loss 373,992                   -   
Total 1,124,045           407,089  
NPA Ratio 0.35% 0.13% 
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i. Movement in NPAs                                     

                                                                                                             (In Rs’000) 
   
Movement in NPAs (funded)          31 Dec 2014 

(i) Net NPAs to Net Advance (%)  0.1271% 
   
(ii) Movement of Gross NPAs    
a) Opening balance  1,673,409 
b) Additions during the year   175,008 
c) Reductions during the year  (724,372) 
d)  Closing Balance   1,124,045 
   
(iii) Movement of Net NPAs   
a) Opening balance  254,434 
b) Additions during the year  152,655 
c) Reductions during the year                    - 
d) Closing Balance  407,089 
   
(iv) Movement of Provisions for NPAs   
(excluding provisions on standard assets)   
a) Opening balance  1,418,974 
b) Provisions made during the year   22,354 
c) Write off/write back of excess provisions during 

the year  (724,372) 
d) Closing Balance   716,956 

 

j.      Amount of NPIs  
                                              (In Rs’000) 

Particulars 31 Dec 2014 
Closing balance for the period 3,000 
Total provisions held 3,000 
Net book Value - 

 
 

k. Movement in Provision for Depreciation on Investments     
                                             
                                                                                                                                           (In Rs’000)                            

Provisions for depreciation on investments 31 Dec 2014 
Opening balance 357,376 
Add: Provisions made during the period / year 7,351 
Less: Write-off/write back of excess provisions during the period - 

Closing balance 364,727 
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4.2 Credit risk – Portfolios subject to Standardised Approach     

a.          Credit rating agencies  

The Bank uses short-term and long-term instrument/bank facilities’ ratings from 
CARE, CRISIL, ICRA and India Ratings and Research Private Limited (Fitch) to 
assign Risk weights in terms of RBI guidelines. In respect of claims on non-
resident corporate and foreign banks, ratings assigned by international rating 
agencies i.e. Standard & Poor’s, Moody’s and Fitch are used. The Bank uses credit 
ratings that are publicly available for assigning risk weights. 
The Bank assigns Long term credit ratings accorded by the chosen credit rating 
agencies for assets which have a contractual maturity of more than one year.  
However, in accordance with the guidelines of RBI the bank classifies all cash 
credit exposures as long term exposures and accordingly the long term ratings 
accorded by the chosen credit rating agencies are assigned. 
The Bank uses issuer and issue ratings for both fund as well as non fund based 
exposures.  The Bank has used the solicited ratings assigned by the above approved 
credit rating agencies for all eligible exposures, both on balance sheet and off 
balance sheet, whether short term or long term, in the manner permitted in the RBI 
guidelines. The Bank does not have an assigned ratings agency for a given type of 
claim. 

b.      Outstanding amounts  

Bucket wise break up of exposure amounts subject to the standardised approach is as    
under    

                          (In Rs’000) 
Exposure Category        31 Dec 2014 
    
Under 100% risk weight 126,577,701 
100% risk weight 187,453,468 
Above 100% risk weight 19,466,502 
    
Total Fund-based Exposures 333,497,670 
    
Under 100% risk weight 285,713,831 
100% risk weight 216,561,723 
Above 100% risk weight 5,938,498 
    
Total Non Fund-based Exposures 508,214,052 

4.3 Credit risk mitigation policy  
a. Collateral valuation and management 

 As stipulated by the RBI guidelines, the Bank uses the Comprehensive Approach for 
collateral valuation.  Under this approach, the Bank reduces its credit exposure to 
counterparty when calculating its capital requirements to the extent of risk mitigation 
provided by the eligible financial collateral. 
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b. Types of collaterals taken by the Bank and main types of guarantor 
counterparties and Credit risk concentration within mitigation taken 

 Collateral Risk Management is undertaken through the mechanism of the Facility 
Probability of Default (FPD) assignment.  

 If there is no liquid collateral and no guarantor mitigating the credit risk, then the FPD 
will be the same as the Counterparty Probability of Default (CPD). 

 If the facility risk can be shifted to the guarantor, the guarantor CPD becomes the 
FPD. In cases of received guarantees from un-correlated third parties, covering a  
separate primary DB exposure, where for the Bank to incur a loss there needs to be a 
default by both the primary obligor as well as the guarantor, the Joint Default  
Probability (‘JDP’) applies.  The Bank has in place a matrix indicating this JDP for the 
entire scale of primary obligor and guarantor CPDs. 

 The Bank accepts security in the form of charge on receivables / inventories for 
working capital facilities, charge on fixed assets in certain cases, besides guarantees 
for various obligations by the primary obligor.  The guarantees could be received from 
the local holding company of the obligor, or a stronger company within the same 
group or from the MNC parent of the local subsidiary.  In certain cases, facilities to 
obligors may be supported by partial / full insurance protection purchased.  Hence, 
since there are varied sources of credit protection acquired through different 
guarantors, there is no concentration of guarantor risk.  

 The Bank records the Joint Obligor Risk Limit on the various guarantors, which 
ensures that the amounts of guarantees received from various sources are monitored 
for risk management purposes, e.g. the amount of insurance protection acquired from 
different insurance companies.  The facility ratings for Joint Obligor Risk Limits are 
determined in accordance with the matrix in the Credit Ratings Policy of the Bank.  
This matrix captures the counterparty Probability of Default of the obligor as well as 
that of the guarantor, in determining the FBP.  

 
c.       Exposure covered by eligible financial collateral: - 

                                   (In Rs’000) 
Exposures covered by financial collateral 31 Dec 2014 

Exposures before Credit Risk Mitigation Technique  45,489,362 
            Exposures after Credit Risk Mitigation Technique (after application of haircut on 

collateral) 
3,415,444 

 
 d.    Details of Loans Securitised  

               (In Rs.’000) 

    31 Dec 2014 
1 Total number of loan assets securitised - 
2 Total book value of loan assets securitised - 
3 Sale consideration received for the securitised assets - 
4 Net gain/(loss) on account of securitisation - 
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4.4 Market risk in trading book   

a. Market risk Management Framework 

 The Bank uses a combination of risk sensitivities, value-at-risk and stress testing 
metrics to manage market risks and establish limits.  Value-at-risk is a common metric 
used in the management of trading market risks. 

 The MB and Group Risk Committee, supported by Group Market Risk Management, 
which is part of the independent risk management function, set a Group-wide value-
at-risk limit for the market risks in the trading book. Group Market Risk Management 
sub-allocates this overall limit to the Group Divisions.  Below that, limits are allocated 
to specific business lines and trading portfolio groups and geographical regions. In 
addition to the Bank’s main market risk value-at-risk limits, also stress testing and 
sensitivity limits are operated. 

 
The Bank’s value-at-risk for the trading businesses is based on internal model.   In 
October 1998, the German Banking Supervisory Authority (now the BaFin) approved 
the internal value-at-risk model for calculating market risk capital for the Group for  
both the general and specific market risks.  Since then the model has been periodically 
refined and approval has been maintained.  

 
b. Types of market risk 

 Substantially all of the Bank’s businesses are subject to the risk that market prices and 
rates will move and result in profits or losses. The Bank distinguishes among four 
types of market risk: 

–      Interest rate risk including credit spread; 
–      Equity price risk (where applicable); 
–      Foreign exchange risk; and 
–      Commodity price risk (where applicable). 

 The interest rate and equity price risks consist of two components each.  The general 
risk describes value changes due to general market movements, while the specific risk 
has issuer-related causes. 

 

c. Risk Management Tools 

 The following are the most important quantitative tools and metrics currently used to 
measure, manage and report market risk: 

– Value-at-Risk.  The Bank uses the value-at-risk approach to derive quantitative 
measures for trading book market risks under normal market conditions. The value-
at-risk figures play a role in both internal and external (regulatory) reporting. For a 
given portfolio, value-at-risk measures the potential future loss (in terms of market 
value) that, under normal market conditions, will not be exceeded with a defined 
confidence level in a defined period.  The value-at-risk for a total portfolio 
represents a measure of diversified market risk (aggregated using pre-determined 
correlations) in that portfolio. 

– Stress Testing.  While value-at-risk, calculated on a daily basis, supplies forecasts 
for potential large losses under normal market conditions, it is not adequate to 
measure the tail risks of the portfolios. The Bank therefore also performs regular 
stress tests in which it values the trading portfolios under severe market scenarios 
not covered by the confidence interval of the value-at-risk model. 
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d.       Value-at-Risk Analysis 

 The value-at-risk approach derives a quantitative measure for the trading book market 
risks under normal market conditions, estimating the potential future loss (in terms of 
market value) that will not be exceeded in a defined period of time and with a defined 
confidence level. The value-at-risk measure enables to apply a constant and uniform 
measure across all of the trading businesses and products. It also facilitates 
comparisons of market risk estimates both over time and against the daily trading 
results. 

 The Bank calculates value-at-risk using a 99% confidence level and a holding period 
of one day.  

 The Bank’s value-at-risk model is designed to take into account the following risk 
factors: interest rates, equity prices, foreign exchange rates and commodity prices, as 
well as their implied volatilities. The model incorporates both linear and, especially 
for derivatives, nonlinear effects of the risk factors on the portfolio value. The 
statistical parameters required for the value-at-risk calculation are based on a 261 
trading day history (corresponding to at least one calendar year of trading days) with 
equal weighting being given to each observation. The Bank calculates value-at-risk 
using the Monte Carlo simulation technique and assuming that changes in risk factors 
follow a normal or logarithmic normal distribution.  

 To determine the aggregated value-at-risk, the Bank uses historically observed 
correlations between the different general market risk classes. However, when 
aggregating general and specific market risks, it is assumed that there is zero 
correlation between them. 

 
 The value-at-risk analysis should also be viewed in the context of the limitations of 

the methodology the Bank uses and are therefore not maximum amounts that can be 
lost on the market risk positions. The limitations of the value-at-risk methodology 
include the following: 

 The use of historical data as a proxy for estimating future events may not capture all 
potential events, particularly those that are extreme in nature. 

 The assumption that changes in risk factors follow a normal or logarithmic normal 
distribution. This may not be the case in reality and may lead to an underestimation of 
the probability of extreme market movements. 

 The correlation assumptions used may not hold true, particularly during market events 
that are extreme in nature. 

 The use of a holding period of one day assumes that all positions can be liquidated or 
hedged in that period of time. This assumption does not fully capture the market risk 
arising during periods of illiquidity, when liquidation or hedging in that period of time 
may not be possible. 

 The use of a 99 % confidence level does not take account of, nor makes any statement 
about, any losses that might occur beyond this level of confidence. 

 The Bank calculates value-at-risk at the close of business on each trading day. The 
Bank does not subject intraday exposures to intraday value-at-risk calculations. 

 Value-at-risk does not capture all of the complex effects of the risk factors on the 
value of positions and portfolios and could, therefore, underestimate potential losses.  

 
 The Group acknowledges the limitations in the value-at-risk methodology by 

supplementing the value-at-risk limits with other position and sensitivity limit 
structures, as well as with stress testing, both on individual portfolios and on a 
consolidated basis. 
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 The calculated value-at-risk numbers for India are used for internal control purposes 
only, the calculation of regulatory capital being based on the Standardised Approach 
specified by the RBI.  At the Group level, however, value-at-risk numbers are used for 
both internal control and Regulatory Capital calculation for market risk. 

 
e. Back-Testing 

 The Bank uses back-testing in the trading units to verify the predictive power of the 
value-at-risk calculations. In back-testing, the hypothetical daily profits and losses are 
compared under the buy-and-hold assumption with the estimates from the value-at-
risk model.  The Bank analyzes performance fluctuations and assesses the predictive 
power of the value-at-risk model, which in turn allows improvement of the risk 
estimation process. 

 
f.      Hedging 

 The Bank manages its risk from derivatives activity on a portfolio basis. Specific 
hedges undertaken, if any are ring fenced from the transactions undertaken for 
trading/market making purposes and held in separate designated portfolio for easy 
identification and control.  

 
g.      Capital requirements for market risk  

                                 (In Rs’000) 
Particulars 31 Dec 2014 

    
Capital requirement for market risk   
-    Interest rate risk 4,167,209 
-    Foreign exchange risk (including gold) 1,350,000  
-    Equity risk 55,350  
    
Total 5,572,559 

4.5 Operational risk 

a. Operational risk management framework 

                           The Head of Operational Risk Management chairs the Operational Risk Management 
Committee, which is a permanent sub-committee of the Risk ExCo and composed of 
the operational risk officers from our business divisions and our infrastructure 
functions. It is the main decision making committee for all operational risk 
management matters. 

 
               

While the day-to-day operational risk management lies with the group’s business 
divisions and infrastructure functions, the Operational Risk Management function 
manages the cross divisional and cross regional operational risk as well as risk 
concentrations and ensures a consistent application of the group’s operational risk 
management strategy across the bank. Based on this Business Partnership Model the 
group ensures close monitoring and high awareness of operational risk.  

b.       Risk management tools 

 The group manages operational risk based on a Group-wide consistent framework that 
enables the group to determine the group’s operational risk profile in comparison to 
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our risk appetite and systematically identify operational risk themes and 
concentrations to define risk mitigating measures and priorities. The group applies a 
number of techniques to efficiently manage the group’s operational risk in the 
business, for example: 

– The continuous collection of operational risk loss events is a prerequisite for 
operational risk management including detailed analyses, definition of mitigating 
actions and timely information to senior management. We collect all losses above 
€ 10,000 in our “db-Incident Reporting System” (“dbIRS”). 

 
– Our Lessons Learned process is required for events, including near misses, above 

€ 1 million. This process includes but is not limited to: 
 

 systematic risk analyses including a description of the business 
environment in which the loss occurred, including previous events, near 
misses and event specific Key Risk Indicators (“KRI”), 

 consideration of any risk management decisions in respect of the specific 
risk taken, 

 root cause analyses,  
 identification of control improvements and other actions to prevent and/or 

mitigate recurrence, and 
 assessment of the residual operational risk exposure. 

 
 The Lessons Learned process serves as an important mean to identify inherent 

areas of risk and to define appropriate risk mitigating actions. All corrective actions 
are captured and monitored for resolution via actions plans in our tracking system 
“dbTrack”. Performance of all corrective actions is reported on a monthly basis to 
senior management via the ORMC.  

 
— We systematically utilize information on external events occurring in the banking 

industry to prevent similar incidents from happening to us, e. g. by particular deep 
dive analysis or risk profile reviews. 

 
— In addition to internal and external loss information, scenarios are utilized and 

actions are derived from them. The set of scenarios consists of relevant external 
scenarios provided by a public database and internal scenarios. The latter are 
generated to complete our risk profile. 

 
— Regular operational risk profile reports at Group level for our business divisions, 

for the countries in which we operate and for our infrastructure functions are 
reviewed and discussed with the department’s senior management. The regular 
performance of the risk profile reviews enables us to detect changes to the business 
unit’s risk profiles as well as risk concentrations across the Group early and to take 
corrective actions. 

 
— We assess and approve the impact of changes to our risk profile as a result of new 

products, outsourcings, strategic initiatives and acquisitions and divestments. 
 

— Once operational risks are identified, mitigation is required following the “as low 
as reasonably practicable (ALARP)” principle by balancing the cost of mitigation 
with the benefits thereof and formally accepting the residual operational risk. Risks 
which contravene applicable national or international regulations and legislation 
cannot be accepted; once identified, such risks must always be mitigated. 

 
— We monitor risk mitigating measures identified via operational risk management 

techniques for resolution within our tracking tool “dbTrack”. Higher than important 
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residual operational risks need to be accepted by the bearing divisions and the 
ORMC. 

 
— We perform top risk analyses in which the results of the aforementioned activities 

are considered. The Top Risk Analyses are a primary input for the annual 
operational risk management strategy and planning process. Besides the operational 
risk management strategic and tactical planning we define capital and expected loss 
targets which are monitored on a regular basis within a quarterly forecasting 
process. 

 
 

— KRIs are used to monitor the operational risk profile and alert the organization to 
impending problems in a timely fashion. They allow via our tool “dbScore” the 
monitoring of the bank’s control culture and business environment and trigger risk  
mitigating actions. KRIs facilitate the forward looking management of operational 
risk based on early warning signals returned by the KRIs.  
 

— In our bottom-up Self Assessment (“SA”) process, which is conducted at least 
annually, areas with high risk potential are highlighted and risk mitigating 
measures to resolve issues are identified. In general, it is performed in our tool 
“dbSAT”. On a regular basis we conduct risk workshops aiming to evaluate risks  
specific to countries and local legal entities we are operating in and take 
appropriate risk mitigating actions. 

                      Additional methodologies and tools implemented by the responsible divisions are 
utilized to complement the global operational risk framework and specifically 
address the individual risk types. These include but are not limited to:  

— We have created a new “Legal Risk Management” (“LRM”) function in the Legal 
Department. This function is exclusively dedicated to the identification and 
management of legal risk. In addition to being used for reporting purposes, LRM 
analysis’ are applied: in the context of independent portfolio management/risk 
appetite assessment; through remediation of highlighted issues (whether via new or 
existing initiatives); and also as a further means of Legal’s input being a significant 
decision-making criterion for our businesses. The LRM function has a mandate to 
undertake a broad variety of tasks aimed at proactively managing legal risk, 
including: devising, implementing and overseeing an Annual Legal Risk 
Assessment Program; agreeing and participating in resultant portfolio reviews and 
mitigation plans; administering the Legal Lessons Learned process (see below); 
and participating in our Legal Risk Appetite assessment. 

 
— Legal Lessons Learned process: The LRM function is responsible for the Legal 

Lessons Learned process. On a quarterly basis, LRM receives from the Legal 
Department (both litigators and business-focussed lawyers) and from Divisional  

 
Operational Risk Officers (DOROs) details of potential legal risk issues arising 
from the Bank’s activities. Through discussion between Legal, ORM and the 
DOROs,  any steps necessary to remediate  such issues should be identified.  These 
steps are then tracked by ORM to completion. 

  
— The operational risk from Outsourcing is managed by the Vendor Risk 

Management (VRM) Process and documented in the VRM database. The 
outsourcing risk is assessed and managed for all outsourcing arrangements 
individually following the Vendor Risk Management Policy in line with the overall 
ORM framework. A broad governance structure is established to promote 
appropriate risk levels.  

 
— Fraud Risk is managed based on section 25a of the German Banking Act as well as 

other legal and regulatory requirements on a risk based approach, governed by the 
Global Anti Fraud Policy and corresponding Compliance and Anti-Money-
Laundering (AML) framework. In line with regulatory requirements a global risk 
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assessment is performed on a regular basis. Within the general management of 
operational risks dedicated Fraud Risk relevant aspects are part of the Self 
Assessments. 

 
— Deutsche Bank manages Business Continuity (BC) Risk with its Business 

Continuity Management (BCM) Program, which outlines core procedures for the 
relocation or the recovery of operations in response to varying levels of disruption. 
Within this program each of our core businesses functions and infrastructure groups 
institute, maintain and periodically test business continuity plans (“BC Plans”) to 
ensure continuous and reliable service. The BCM Program has defined roles and 
responsibilities, which are documented in corporate standards. Compliance with 
these standards is monitored regionally by dedicated business continuity teams. 
Reporting to the Group Resiliency Committee which is a sub-committee of the 
Group Operating Committee is a quarterly requirement. Furthermore, key 
information of the established BCM control environment is used within the general 
operational risks for KRIs. 
 

– The operational risk in Technology Risk is managed within the technology area 
following international standards for IT management. Applications and IT 
infrastructure are catalogued and assessed on a regular basis and stability 
monitoring is established. Key outcomes of the established assessment and control 
environment are used within the general management or operational risks for KRIs 
and SAs. 

 
— We are in process to implement an enhanced approach for assessing material 

operational risks stemming from process/system changes via an embedded ORM 
framework for change-the-bank operational risk assessments. Identified risks and 
mitigating actions will be tracked in Deutsche Bank’s systems as mentioned above. 

 

          Measuring Operational Risk on global vs. local level 
 The Group calculates and measures the regulatory and economic capital for 

operational risk using the internal Advanced Measurement Approach (“AMA”) 
methodology. Our AMA capital calculation is based upon the loss distribution 
approach (“LDA”). Gross losses from historical internal and external loss data 
(Operational Riskdata eXchange Association (“ORX”) consortium data), adjusted 
for direct recoveries, and external scenarios from a public database complemented 
by internal scenario data are used to estimate the risk profile (that is, a loss 
frequency and a loss severity distribution). Thereafter, the frequency and severity 
distributions are combined in a Monte Carlo simulation to generate potential losses 
over a one year time horizon. Finally, the risk mitigating benefits of insurance are 
applied to each loss generated in the Monte Carlo simulation. Correlation and 
diversification benefits are applied to the net losses in a manner compatible with 
regulatory requirements to arrive at a net loss distribution at the Group level 
covering expected and unexpected losses. Capital is then allocated to each of the 
business divisions and both a qualitative adjustment (“QA”) and an expected loss 
("EL") deduction are made.  

 The qualitative adjustment ("QA") reflects the effectiveness and performance of the 
day-to-day operational risk management activities via KRIs and Self Assessment 
scores focusing on the business environment and internal control factors. The 
qualitative adjustment is applied as a percentage adjustment to the final capital 
number. This approach makes qualitative adjustment transparent to the management 
of the businesses and provides feedback on their risk profile as well as on the 
success of their management of operational risk. It thus provides incentives for the 
businesses to continuously improve the management of operational risks in their 
areas. 

 The expected loss (“EL”) for operational risk is based on historical loss experience 
and expert judgment considering business changes denoting the expected cost of 
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operational losses for doing business. To the extent it is considered in the divisional 
business plans it is deducted from the AMA capital figure within certain constraints. 
The  unexpected  losses  per  business  division  (after  QA  and  EL)  are  aggregated  to  
produce the Group AMA capital figure. 

 Regulatory and Economic Capital for Operational Risk is calculated on a quarterly 
basis. The used internal data is captured in a snapshot at the beginning of the 
quarterly production cycle and undergoes a quality assurance and sign-off.  

 Therefore, the complete history of previous quarter’s internal losses is taken into 
account in the calculation of the capital figures. ORX external data is submitted by 
the ORX members and also undergoes a quality assurance and sign-off. This data is 
recognized in the capital calculation at the earliest time after six months. For the 
additional external loss data sourced from the IBM OpData (old name OpVantage) 
we are using the data available twice a year (in the first and third quarters) 

 Economic capital is derived from the 99.98 % percentile and allocated to the 
business divisions and used in performance measurement and resource allocation, 
providing an incentive to manage operational risk, optimizing economic capital 
utilization. The regulatory capital operational risk applies the 99.9 % percentile. 

 Since December 2007, the group globally has maintained approval by the BaFin to 
use the AMA. In 2012, the integration of Postbank into our Group-wide framework  

 was finalized. On May 15, 2013, BaFin approved the integration of Postbank into 
our regulatory capital calculation, which has been reflected since the second quarter 
of 2013. 

 
 In India, the group uses the Basic Indicator Approach for computing capital for 

Operational Risk. 

5. Interest rate risk in the banking book  

 The vast majority of the interest rate risk and foreign exchange risk arising from the 
non-trading assets and liability positions in the Banking book are transferred through 
internal hedges to the Global Markets Finance business line within the Corporate 
Banking and Securities Division and is managed on the basis of value-at-risk as 
reflected in the trading value-at-risk numbers. The treatment of interest rate risk in the 
Group’s trading portfolios and the application of the value-at-risk model is discussed 
above. The bank considers this risk to be a part of the overall market risk framework 

 
6.         Counterparty Credit Risk   
 

      Credit Limits and Collaterals  
 
Counterparty credit risk (CCR) is the risk that a Bank’s counterparty defaults in a 
FX, interest rate, commodity or credit derivative contract prior to or at the maturity 
date of the contract and that the Bank at the time has a claim on the counterparty. 
The credit risk arising from all financial derivatives is managed as part of the 
overall credit limits to both financial institutions and other clients and customers.  
Exposure values for regulatory capital purposes on over the counter traded products 
are calculated according to the Current Exposure Method as defined by RBI. This 
is calculated as the sum of the current replacement cost and the PFE. The current 
replacement cost is the amount owed by the counterparty to the Bank for various 
financial derivative transactions. The PFE is an add-on based on a percentage of the 
notional principal of each transaction. These percentages are prescribed by the RBI 
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in the guidelines and vary according to the underlying asset class and tenor of each 
trade.  
 
The Bank seeks to negotiate Credit Support Annexes (CSA) to International Swaps 
and Derivatives Association master agreements with counterparties on a case-by-
case basis, where collateral is deemed a necessary or desirable mitigant to the 
exposure. The credit terms of the CSA are specific to each legal document and 
determined by the credit risk approval unit responsible for the counterparty. The 
nature of the collateral will be specified in the legal document and will typically be 
cash or highly liquid securities.  
A daily operational process takes place to calculate the MTM on all trades captured 
under the CSA. Additional collateral will be called from the counterparty if total 
uncollateralised MTM exposure exceeds the threshold and minimum transfer 
amount specified in the CSA. Additional collateral may be required from the 
counterparty to provide an extra buffer to the daily variation margin process.  
The Bank further reduces its credit exposures to counterparties by entering into 
contractual netting agreements which result in a single amount owed by or to the  
counterparty through netting the sum of the positive (amounts owed by the 
counterparty) and negative (amounts owed by the Bank) MTM values of these 
transactions.  
In India, the Bank follows SA for credit risk and hence no credit reserve is set 
aside. However, provisioning for the exposures on derivative contracts is made as 
per extant RBI guidelines. 

 
Wrong Way Risk  

 
Wrong way risk occurs when an exposure increase is coupled with a decrease in the 
credit quality of the obligor. The Group/Bank employs various policies and 
procedures to ensure that risk exposures are monitored. For example, as the MTM 
on a derivative contract increases in favour of the Bank, the counterparty may 
increasingly be unable to meet its payment, margin call or collateral posting 
requirements.  
 
Impact of Credit Rating Downgrade  
In  line  with  market  convention,  the  Bank  negotiates  CSA  terms  for  certain  
counterparties where the thresholds related to each party are dependent on their  
External Credit Assessment Institution (ECAI) long term rating. Such clauses are 
typically mutual in nature. It is therefore recognised that a downgrade in the 
Group’s rating could result in counterparties seeking additional collateral calls to 
cover negative MTM portfolios where thresholds are lowered. 
 

                                                                                    Rs in ‘000 
Particulars* 31 Dec 2014 

Gross positive fair value of contracts  48,606,259 
Netting benefits  - 
Netted current credit exposure  48,606,259 
Collateral held (including type, e.g. cash, government securities, etc.)  - 
Net derivatives credit exposure  48,606,259 
Potential future exposure  116,751,587 
Measures for exposure at default or exposure amount under CEM  165,357,846 
The notional value of credit derivative hedges  - 
Distribution of current credit exposure by types of credit exposure:  
- Interest Rates  44,226,767 
- Fx  121,131,078 

         * Based on current exposure method 
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8. Comparative figures 
 Certain comparative figures have been reclassified to conform to the current year’s preparation. 

 
 
 
 
  
  
  
  
  
  
  

 


